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„Highlights im Überblick

@
TOPMDR CLOUD
MANAGED DETECTION & RESPONSE: SIEM UND SOC VEREINT IN EINER CONOVA LÖSUNG 

Mit TopMDR Cloud setzen Sie auf eine fullmanaged Cybersecurity-Lösung, die Ihr Unternehmen 
zuverlässig vor modernen Bedrohungen schützt und operative Entlastung bietet – egal ob Ihre 
Systeme in der Cloud, bei conova oder On-Premises betrieben werden. Unser 24x7 aktives Security 
Operations Center (SOC) erkennt und neutralisiert Bedrohungen in Echtzeit, noch bevor Schaden 
entsteht. Dafür werden moderne Technologien wie EDR/XDR, SIEM mit SOAR, Machine Learning 
und KI mit proaktivem Threat Hunting und der Expertise erfahrener Analysten kombiniert. Transpa-
rente Reports und Analysen unterstützen bei der Erfüllung von Compliance-Anforderungen.

@

Weitere Optionen finden Sie in unserer aktuellen Preisliste.

SOC: 24x7 Schutz Ihrer Systeme und schnelle Reaktion auf Sicherheits-

vorfälle durch Experten-Team, Entlastung der eigenen IT-Abteilung

Monitoring von Servern, Clients, Netzwerk-Infrastruktur und Cloud Assets

Agenten- & Log-Management

Flexibel & skalierbar & in jeder Umgebung einsetzbar (Cloud bis On-Premises) 

Kurze Implementierungszeit und planbare Kosten

Transparenz durch aussagekräftige Reports und Dashboards 

Mit vielen conova Lösungen kombinierbar 

1) SLA Economy inklusive, SLA Business und First Class (24x7) optional, siehe SLA Datenblatt. Der gewählte Service Level Agreement (SLA) tritt erst in Kraft, sobald das initiale 	
Onboarding vollständig abgeschlossen ist. Bis dahin gilt für alle Kunden der SLA „Economy“. Die Onboardingphase kann nur abgeschlossen werden, wenn der Kunde das On-
boarding auf seiner Seite mit Unterstützung von conova fristgerecht durchführt. Für Alerts und deren Bearbeitung gilt der aktuell aktive conova SLA. Für Assets, deren Version 
nicht mehr unterstützt wird, sowie für vom Kunden verwaltete oder veraltete Agents kann die Einhaltung der vereinbarten SLA nicht gewährleistet werden. Die SLA-Bedingungen 
basieren auf den zugrunde liegenden AWS-Services. Im Falle einer Beeinträchtigung oder Nichtverfügbarkeit dieser Services entfällt die SLA-Garantie entsprechend.
2) Die Einrichtung erfolgt über Autodeploy. 
3) Entspricht TopServer Managed VM small Linux. Wird benötigt, wenn der Agent nicht auf dem Asset installiert werden kann. 
Hinweise:
• Das Incident-Handling wird über das Stundenkonto abgerechnet. 
• Die angeführten Preise gelten bei einer Mindestvertragslaufzeit von 12 Monaten. 

TopMDR Cloud 1) Einrichtungskosten einmalig Preis pro Monat 

TopMDR Cloud Basis 2) auf Anfrage auf Anfrage

Asset mit Aufbewahrung der Logs für 3 Monate, 
pro Asset -- auf Anfrage

Asset mit Aufbewahrung der Logs für 12 Monate, 
pro Asset -- auf Anfrage

TopMDR Cloud - Erweiterungen (Auszug)

Individuelle Einrichtung eines Assets,
pro Asset auf Anfrage --

Log Collector 3) auf Anfrage auf Anfrage
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