€ CONOVA
TOPFIREWALL

EFFICIENT AND INDIVIDUAL SECURITY SOLUTIONS - MANAGED BY CONOVA

A security concept is not only a challenge - it is also an opportunity. conova’s sophisticated
security solutions offer individual protection against undesired access. The certified conova
specialists ensure that critical operation of the firewall infrastructure runs smoothly - this is
also available 24/7 upon request. Proactive monitoring ensures the highest possible level of
security for your systems - both on site and in the data centers.

77 Highlights at a glance
* Regular implementation of security updates for maximum security and
availability
* Automatic subscription and license management
* No need to develop complex security know-how
* 24/operation and support from certified specialists
* Full transparency of availability via the online portal and app
* Combinable with TopCloud

* Ask about our individual solutions.

TopFirewall ¥ S M L XL
Firewall throughput 2 Gbit/s 3.2 Gbit/s 4.8 Gbit/s 8.5 Gbit/s
SD-WAN throughput 720 Mbit/s 800 Mbit/s 1.5 Gbit/s 2.1 Gbit/s
Concurrent Sessions 80,000 150,000 300,000 400,000
Physical Ports 5x 1000Base-T 12x 1000Base-T 12x 1000Base-T 8x 1000Base-T
4x 1G SFP 4x 1G SFP 2x 10G SFP+
Protected IPs & C2S/S2S VPNs unlimited unlimited unlimited unlimited
Features IPSec VPN | Application Firewall | Traffic Shaping | Quality of Service (QoS) | URL Filter
SSL VPN + mobile VPN App Optional Optional Optional Optional
Malware Protection Optional Optional Optional Optional
Advanced Threat Protection 2 Optional Optional Optional Optional
LTE Backup ¥ Optional Optional Optional Optional
selection of an availability zone® Optional Optional Optional Optional
included support hours 4 hours 7 hours 9 hours 14 hours
Configuration changes hourly account hourly account hourly account hourly account
Price per month upon request upon request upon request upon request
Set-up costs (one-time expense) upon request upon request upon request upon request

U These models are physical firewalls. For further details regarding our virtualized firewall solutions, please refer to the TopFirewall virtual data sheet.

2 conova uses the Barracuda Cloud for the ATP service (see: de.barracuda.com/atp). This requires an upload of data and the upstream bandwidth is charged.
3 Excluding data contract and SIM-card. Mobile phone reception required.

4 Choose from the following availability zones: VZ-DC4, VZ-DC5 in the Salzburg city area, VZ-DC6 in the region of southern Salzburg.

Notes:

* The cited prices are valid for a minimum contract period of 36 months.

« All performance data according to manufacturer information maximally up to the above values.

* Firewalls located at the customer site require on-site contact, which is available in the selected SLA period. Error diagnostics and - if possible - troubleshooting are done
remotely. Replacement of firewalls at the customer site is done by means of shipping the replacement hardware on the next working day. Provision of a cold standby or
cluster firewall at the customer site is optional. On-site exchange by conova is only done through a separate agreement. Site-2-site tunnel monitoring is available optionally
if the customer can be reached by phone during the SLA period.
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